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# MoSCoW:

**Must have/minimal requirements:**

* Windows server with Hyper-V
  + Configured Networking
    - DNS
    - DHCP
    - Firewall
    - Proxy
    - VPN
  + Configured AD usage
    - Users
    - Policies
    - Folder Redirection
* Application for server:
  + Server health stats
  + Virtual machine stats
  + Log management (creating, tracking, sorting)
  + Database tracking
* Linux server
* Backup policies

**Should have:**

* Windows server
  + More users
  + Advanced User Policies
  + Intrusion Detection System
* Application
  + Graphical diagrams of real time statistics
  + In-depth information about the server users such as uptime and application they are using at the moment

**Could have:**

* Windows server
  + Backup on external device
  + AdBlock
  + Proxy + Anti-Virus
* Application
  + Graphs with real-time + past statistics for main system components
  + Visual implementations for easier observation of main system functionality

**Won’t have:**

pass

# System setup

One server is hosting 8 Virtual Machines, one of them we will consider as our Main Machine, since we can connect only to it. Our Main Machine is hosting 4 Virtual Machines – Windows with Active Directory (Domain Controller), Windows without domain controller (which we will consider as Windows Client Machine) and Linux Server (Lubuntu) and Firewall (pfSense). More specific details about each one will follow.

# Virtual Machines

All of those VMs are in the same domain name, which is called firstgroup.local. All of them have Dynamic Memory and they are 2nd generations VM, so disk space is also dynamic. They are in the network

## Windows Active Directory

Windows Active Directory is responsible for giving out IP addresses (it has DHCP Server installed on it), DNS server, and hosting domain called firstgroup.local. Also, through AD we are managing group policies. This machine has IP 192.168.1.2, netmask 255.255.255.0 and gateway 192.168.1.1, all this is statically configured.

## Windows Client Machine

Windows Client Machine is machine made for users to connect to. It shares folders: Documents and Desktop. It is designed mainly for users to connect to it. This machine will be given IP by DC (Domain Controller) (Scope: 192.168.1.3-.254) (most commonly it’s given 192.168.1.3 IP).

## Linux Server

Linux server has Lubuntu running on it. It has the same purpose as Windows Client machine.

## Firewall

pfSense serves as a router and a firewall. It connects 2 networks – WAN and LAN. Without firewall firstgroup.local domain won’t have any internet connection. WAN IP: 192.168.11.11/24 – static configuration, gateway 192.168.11.1. LAN IP: 192.168.1.1/24 – static configuration. Firewall forwards DNS queries firstly to DC, then it checks itself, and only then in forwards it outside.

Firewall has Proxy server enabled on it. In our case proxy is working as a caching server.

# Group policies

There is a main policy called GTA which applies the same background pictures for user-group SanAndreas which has 2 users, CJ and Big Smoke. Apart from that we’ve implemented a folder redirection option which communication-wise allows users to share Documents folder.

Groups:

* Administrators
  + Users
    - Admin
    - Administrator
    - Test
  + Policies
    - Full system control
    - Folder Redirection
* SanAndreas
  + Users
    - CJ
    - Big Smoke
  + Policies
    - GTA (Unified background picture)
    - Folder Redirection

# VPN

Server:

As a VPN server we’ve chosen OpenVPN as it satisfies all our necessities and it is easy to configure and use. The server was configured with default settings which means that the only parameter that we’ve had to change manually was “Tunnel network” 10.0.10.0/24 and DNS domain (firstgroup.local) with servers which are 192.168.1.2 and 127.0.0.1. The server uses basic encryption with self-signed certificate for users who want to connect to it.

Client:

For each user that will use VPN network there will be a separate private account with login and password credentials which they are going to use through Viscosity client to connect to the network. Port redirection allows users to enter the public IP and certain port which will be assigned to them to connect to the network.

# Folder Redirection

Communication-wise all users in the system will use folder redirection function in regards of Documents and Desktop folder. As users remain in the same network, they have possibilities of using the same Documents and Desktop folders which originate from the Windows VM with AD. This option will allow users to exchange information on a higher pace and with better efficiency.